* 1. **Request URL:**

openid:?client\_id=Personal&redirect\_uri=https%3A%2F%2Flocalhost%3A44304%2Fsignin-oisi&response\_type=id\_token&scope=openid&nonce=OS6\_WzA2Mj&state=CfDJ8J2\_diKlvndPnAIxb7yQ8MKB105xrI2bhXIdgwoCLkhCJogZib\_TMxzYhCmxB7NzCGaNgtfYnRw3AI962EYOS\_3HNLY0p4Cj6PLylpOAdnNoN41EGXBV15SxJlfQcjW3w1ERFJ8c6dL3v3ssHbrEkIe68JFQET4PnqYcDftijFfcxfkLwAW6zDU7c7fpsl5qZ7qssY9hDZQXivfBIoAnNQ\_WlVrRhdMI4kgo65EK97Ovp4qgbGAOFcBe2pSmx7U6fvFztlvpwDnUJGuEmdxa4o4msgkBHbyILIWZ3KETDsvDg6cY8Plk0AlLMCj\_JyD4ktKtF4h9sWq7rTEUfZCbz33Btlt6zCb3O0HYM7yisJHDn71aaQWiMNepC2Ckserr\_2bjA1BvOm7r3gl1aKfY76mL9HdzrHjNispyEbkZxqT0&x-client-SKU=ID\_NETSTANDARD2\_0&x-client-ver=5.3.0.0

* 1. **Referrer Policy:**

no-referrer-when-downgrade

1. **Request Headers**
   1. **Provisional headers are shown**
   2. **Content-Type:**

application/x-www-form-urlencoded

* 1. **Origin:**

https://localhost:44304

* 1. **Upgrade-Insecure-Requests:**

1

* 1. **User-Agent:**

Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/73.0.3683.86 Safari/537.36

1. **Query String Parameters**view sourceview URL encoded
   1. **client\_id:**

Personal

* 1. **redirect\_uri:**

https://localhost:44304/signin-oisi

* 1. **response\_type:**

id\_token

* 1. **scope:**

openid

* 1. **nonce:**

OS6\_WzA2Mj

* 1. **state:**

CfDJ8J2\_diKlvndPnAIxb7yQ8MKB105xrI2bhXIdgwoCLkhCJogZib\_TMxzYhCmxB7NzCGaNgtfYnRw3AI962EYOS\_3HNLY0p4Cj6PLylpOAdnNoN41EGXBV15SxJlfQcjW3w1ERFJ8c6dL3v3ssHbrEkIe68JFQET4PnqYcDftijFfcxfkLwAW6zDU7c7fpsl5qZ7qssY9hDZQXivfBIoAnNQ\_WlVrRhdMI4kgo65EK97Ovp4qgbGAOFcBe2pSmx7U6fvFztlvpwDnUJGuEmdxa4o4msgkBHbyILIWZ3KETDsvDg6cY8Plk0AlLMCj\_JyD4ktKtF4h9sWq7rTEUfZCbz33Btlt6zCb3O0HYM7yisJHDn71aaQWiMNepC2Ckserr\_2bjA1BvOm7r3gl1aKfY76mL9HdzrHjNispyEbkZxqT0

* 1. **x-client-SKU:**

ID\_NETSTANDARD2\_0

* 1. **x-client-ver:**

5.3.0.0